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MEMORANDUM FOR See Distribution

SUBJECT:  Policy Memorandum 02-1, Information Systems Engineering Policy

1.
References:


a.
Public Law (PL) 104-106, Clinger/Cohen Act of 1996 (Information Technology (IT) Management Reform Act), Section 5142, 3 January 1996 


b.
Executive Order (EO) 13011, Federal IT, 17 July 1996 


c.
EO 13221, Energy Efficient Standby Power Devices, 31 July 2001


d.
Department of Defense (DoD) Joint Technical Architecture (JTA), Version 3, 15 November 1999


e.
DoD JTA-Army (JTA-A), Version 6.0, 8 May 2000 


f.
Army Enterprise Architecture (AEA) Guidance Document (AEAGD), Version 1.1, December 1999


g.
Army Regulation (AR) 25-1, Army Information Management, effective 15 March 2000


h.
AR 73-1, Test and Evaluation Policy, effective 27 February 1995


i.
Communications-Electronics Command (CECOM) Regulation (Reg) 10-1, Organization, Mission, and Functions of CECOM, 15 October 1997


j.
Office of Director of Information Systems for Command, Control, Communications, and Computers (DISC4), SAIS-PAA, Installation Information Infrastructure Architecture (I3A) Design and Implementation Guide, 2 March 1999


k.
U.S. Army Information Systems Engineering Command (USAISEC) Technical World Wide Web (WWW) site: https://www.isec-sig.army.mil/
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2.
This policy document implements, on an operational level, the system engineering provisions of the Clinger-Cohen Act of 1996 (reference 1a).  Employees of USAISEC, like other federal employees, are guardians of the taxpayers’ dollars and bound by public law to accomplish their mission in an effective, efficient, acceptable, and businesslike manner.  This policy provides the framework for USAISEC engineers to perform the U.S. Army’s systems engineering mission in a manner that will yield quality IT products and increase overall U.S. Army productivity, yet avoid wasted resources and dissatisfied customers.

3.
One of the principle objectives of the USAISEC is to accomplish the major U.S. Army mission of systems engineering for the Command, Control, Communications, and Computers (C4)/IT area as required by AR 25-1 (reference 1g), and detailed in CECOM Reg 10-1 (reference 1i, Chapter 15).  This mission includes design, engineering, integration, development, information assurance (IA) (employ security, certification, and accreditation methods sufficient to satisfy U.S. Army sustaining base and force projection requirement for IA) installation, support, testing, and acceptance.  The primary USAISEC goal in accomplishing this mission is to follow a well-defined methodology, adhering to common engineering practices, national/international standards, EOs, government mandates, and to DoD, U.S. Army, and USAISEC architecture requirements. 

4.
While providing systems engineering matrix support in the engineering and integration of information systems, USAISEC engineers shall ensure that the entire system is considered in the decision making process.  Whether a single component or a whole system is being engineered, an assessment should always be made to analyze the impact upon all system components and interfacing systems, to include such items as facilities, training, maintenance, supplies, security, IA, operations, data throughput, and integrated logistics support.  Only after a complete analysis of the entire system and infrastructure has been conducted (which considers the life cycle impact on each system component), should a decision be made on the solution to best satisfy the total life cycle requirement (reference 1h).

5.
In addition to human resources (e.g., critical skill experts (CSE), common skill representatives), the USAISEC engineer will comply with I3A guidance (reference 1j), as well as use the full range of USAISEC documentation (e.g., Technical Guides (TG), Checklists, and Future Technology Views) on all projects.  Using a multi-disciplinary approach, engineers shall employ the various phases of the systems engineering process as defined in the Systems Engineering TG (see reference 1k).  This practice will be followed throughout the life of the project to ensure that any products developed adhere to the references listed in paragraph 1, and information systems standards; and are fully synchronized and integrated with systems currently fielded, as well as those undergoing implementation. 
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6.
By using a structured approach to system engineering and making the best use of all USAISEC resources, we can ensure well engineered, interoperable, and cost effective products. 

 

7.
This Policy Memorandum supersedes Policy Memorandum No. 00-1, AMSEL-IE-CO,          17 March 2000.
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